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Press Release 

 

 

 
Milan, July 30th 2019 – Nexi states that its security services have detected the publication on a 
foreign website of an anonymous post containing a list of about 18 thousand names (name, 
surname, address, social security number and, only in a few cases, an unverified telephone number) 
that such anonymous source claimed to refer to Nexi customers. 
 
None of the published data contained financial information (eg: card numbers, transactions, 
identification codes, pins, passwords, etc., etc.). 
 
Nexi furthermore states that at this time: 
- no breach of any of its IT systems has been detected and no data relating to payment cards 
managed by Nexi has been compromised in any way; 
- in many cases the personal data published on the website does not match the records contained 
in Nexi systems; 
- following Nexi’s immediate injunction against the website in question, all the data were promptly 
removed. 
 
Nexi informs that it reported the fact to the competent authorities immediately, and that it reserves 
its rights to carry out any further action aimed at protecting its interests. 
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